

	
3GPP TSG-WG SA2 Meeting #155	S2-2303636
February 20 - 24, 2023, Athens, Greece	(revision of S2-2302219)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.503
	CR
	0795
	rev
	2
	Current version:
	18.0.0
	

	

	[bookmark: _Hlt497126619]For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	N5CW device access to SNPN services

	
	

	Source to WG:
	Intel, Nokia, Nokia Shanghai Bell

	Source to TSG:
	SA2

	
	

	Work item code:
	eNPN_Ph2
	
	Date:
	2023-01-09

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	SA2#154 agreed (S2-2211096) the addition of the following conclusion on KI#2 (Support of Non-3GPP access for SNPN) in TR 23.700-08:

-	To support N5CW device access to SNPN services, the TWAP needs to be able to advertise a list of SNPNs with which "5G connectivity-without-NAS" is supported, equivalent to the PLMN list-4 defined in TS 23.501 clause 6.3.12a.2

	
	

	Summary of change:
	Adding support for N5CW device access to SNPN services.

Clause 6.6.1.2 and 6.6.1.3: clarified that the procedure also applies to N5CW devices.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc19197391][bookmark: _Toc27896544][bookmark: _Toc36192712][bookmark: _Toc37076443][bookmark: _Toc45194893][bookmark: _Toc47594305][bookmark: _Toc51836936][bookmark: _Toc122504215]6.6.1.2	UE selecting a WLANSP rule
The UE, when not operating in SNPN access mode, may be provisioned with multiple valid WLANSP rules (by the HPLMN and by the VPLMN when the UE is roaming). A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rule (if provided).
When the UE is in the home the UE uses the valid WLANSP rules from the home PLMN to select an available WLAN. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid WLANSP rules from the VPLMN.
[bookmark: _Toc19197392][bookmark: _Toc27896545][bookmark: _Toc36192713][bookmark: _Toc37076444][bookmark: _Toc45194894][bookmark: _Toc47594306][bookmark: _Toc51836937]The SNPN-enabled UE may be provisioned with multiple valid WLANSP policy by the subscribed SNPN or by the Credential Holder to be used when operating in SNPN access mode. Based on implementation specific procedure the UE selects the WLANSP corresponding to the Credential Holder or SNPN to which the UE wants to connect to. A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rule (if provided).
[bookmark: _Toc122504216]The N5CW device may be provisioned with multiple valid WLANSP policy (e.g. if they have been received via 3GPP access or via any other implementation specific means).
6.6.1.3	UE procedure for selecting a WLAN access based on WLANSP rules
The UE (or N5CW device) shall apply the procedure in this clause when the UE (or N5CW device) is provisioned with WLANSP rules and:
a)	when the UE initiates untrusted non-3GPP access to 5GC and attempts to select a WLAN access network; or
b)	when the UE initiates trusted non-3GPP access to 5GC by executing the Access Network Selection Procedure specified in clause 6.3.12.2 of TS 23.501 [2] and attempts to select a WLAN access network, or.
c)	when the N5CW device initiates access to 5GC by executing the Access Network Selection Procedure specified in clause 6.3.12a.2 for access to PLMN or clause 5.30.2.X of TS 23.501 [2] for access to SNPN and attempts to select a WLAN access network.
The procedure in this clause applies to both UE operating in SNPN access mode and UE not operating in SNPN access mode, except where stated otherwise. The procedure in this clause also applies to N5CW devices when accessing a PLMN or an SNPN.
When the UE or N5WC device has valid 3GPP subscription credentials (i.e. a valid USIM or valid SNPN credentials) and WLANSP rules, the UE or N5CW device shall perform WLAN selection based on these rules, the applicable User Preferences On Non-3GPP Access Selection and the corresponding procedures specified in this document. User Preferences On Non-3GPP Access Selection take precedence over the WLANSP rules.
The UE or N5CW device determines the most preferred WLAN access network using WLANSP rules when a WLAN access network cannot be selected based on User Preferences On Non-3GPP Access Selection (e.g. when there are no User Preferences On Non-3GPP Access Selection or when there is no user-preferred WLAN access network available).
The UE or N5CW device constructs a prioritized list of the available WLANs by discovering the available WLANs and comparing their attributes / capabilities against the groups of selection criteria in the valid WLANSP rule(s). When there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule.
Within a valid WLANSP rule, the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs, etc.
When a group of selection criteria includes the HomeNetwork attribute and is set, then the UE or N5CW device (a) shall create a list of available WLANs that directly interwork with the home operator (as specified in clause 4.8.2.1.6 of TS 23.402 [9]) and (b) shall apply the group of selection criteria to all the WLANs in this list. Otherwise, when the HomeNetwork attribute is not set or is not present, the UE or N5CW device shall apply the group of selection criteria to all available WLANs. The UE or N5CW device may need to perform ANQP procedures (as specified in the HS2.0 Rel‑2 specification [ref]) or other procedures in order to discover the attributes / capabilities of the available WLANs.
When the UE is roaming (this implies that it is not operating in SNPN access mode and is not an N5CW device) the UE may have valid WLANSP rules from both the VPLMN and the HPLMN. In such a case the UE gives priority to the valid WLANSP rules from the VPLMN. The UE constructs a prioritised list of the available WLANs when the available WLAN accesses meet the selection criteria of the valid rules from the VPLMN and the valid rules from the HPLMN. The prioritised WLAN accesses based on the WLANSP rules from the HPLMN will have lower priority from the prioritised list of WLAN access based on the WLANSP rules of the VPLMN.
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